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� Perform accurate and effective remediation

� Achieve consistent and repeatable results
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� Maximize reuse of content to reduce time, effort and 
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� Develop an open remediation standard applicable to a 
wide set of use cases
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� Remediation - effect the changes necessary 

to remedy a known software flaw or 

configuration issue

� Modification - action taken to implement a 

desired change on a system
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(i.e., state system must be in before modification)

� Reference other related SCAP data
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content/capabilities, yet discourage its use (often 

needed for backwards compatibility)
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enumerations of potential side effects
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� Identify modifications that can be performed in 
parallel
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� Return an error/status messages for each 
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� Situational tailoring - user-supplied parameters that 
are used instead of the default settings

� Default remediation

� Policy-based remediation

� User-directed remediation:  

� Selective remediation - user chooses which 
modifications to perform

� Situational tailoring - user-supplied parameters that 
are used instead of the default settings

� Default remediation

� Policy-based remediation



General RequirementsGeneral Requirements

� Support source authentication and integrity

� Provides a basis for establishing trust

� Means of according a data pedigree

� Enables attribution and accountability

� Assists in content stewardship and maintenance

� Support source authentication and integrity

� Provides a basis for establishing trust

� Means of according a data pedigree

� Enables attribution and accountability

� Assists in content stewardship and maintenance



The Way AheadThe Way Ahead

� Submit comments regarding requirements 

discussed in this presentation

� Describe and submit additional use cases 

and requirements

� Participate in community discussions

� Submit comments regarding requirements 

discussed in this presentation

� Describe and submit additional use cases 

and requirements

� Participate in community discussions



Remediation Language 

Information

Remediation Language 

Information
OVAL Remediation Forum Discussion List

Registration Link:

http://oval.mitre.org/community/registration.html

Discussion List Archives Link:

http://oval.mitre.org/community/archives.html

Presenter:  Chris Johnson

Email:  christopher.johnson@nist.gov

OVAL Remediation Forum Discussion List

Registration Link:

http://oval.mitre.org/community/registration.html

Discussion List Archives Link:

http://oval.mitre.org/community/archives.html

Presenter:  Chris Johnson

Email:  christopher.johnson@nist.gov


